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ABSTRACT

SignCryption is a different prototype in public key cryptography
technique to provide confidentiality and authentication in a single
logical stride at the lowest computation cost and communication
overhead compared to the traditional signature-then-encryption
mechanism [1]. In this paper, we intend a new technique to the
superior scheme is an ameded version of existing mechanism
followed in Bao & Deng, in which publicly verifiable signcryption
is to be deliberated [3]. But this scheme refers to providing the
security feature of forward secrecy from the existing signcryption,
without an escalation in computational cost. Also, this new
signcryption procedure delivers the security services of message

confidentiality and Authentication with public verifiability.
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